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A SURVEY – MODELS IN CLOUD COMPUTING 

 

ABSTRACT 

cloud computing plays a Major role in internet because of many successive enterprise applications on web and 

mobile. Cloud computing becomes more important and it is the excellent solution for enterprise applications 

and Mobile application. Cloud computing opens a new trend for computation. Presently there are various 

Internet services through the different clouds available some of the services are, Amazon web services, elastic 

compute cloud, Google cloud. The cloud computing offers variety of opportunities to the internet users and 

mobile users. Though there are many issues still to be covered. In this paper we presented survey of various 

cloud computing models. 
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I. INTRODUCTION 

The  idea  of  providing  a  centralized  computing  service  is to allow the remote users to utilize the resources 

over the  network. In 1960s Mainframes timesharing systems provided these services to many remote users over 

the network. There were some problems in Mainframe timesharing like scaling, Hardware costs. Then a new 

challenge was introduced on how to share data effectively. 

Client server model has been Introduced as a solution for the data sharing using centralized data management 

and processing servers. But client server Architecture is transformed into complex structure as numbers of 

enterprise applications are increased. As a result the hardware and software costs are increased. So to 

concentrate on business issues instead on costs companies are looking at cloud computing. 

Cloud computing is a internet service which provides computing services on demand from remote machine  to 

subscribed users over the network 

 

Figure 1.1 



 

794 | P a g e  

 

Moving to the cloud service. Running in the cloud service. Stored in the cloud service. Accessed from the cloud 

point these days is seems like everything is happening “in the cloud”. The answer is that it's somewhere at the 

other end of internet connection – a place where you can access applications and services, and where your data 

can be stored securely. The cloud is a big deal for three reasons: It doesn't need any effort on our part to maintain 

it. It's effectively infinite in size, so we don't need to worry about it running out of capacity. We can access 

cloud-based applications and services from anywhere – all we need is a device with an Internet connection. 

 

II. SERVICE MODELS 

Cloud computing providers provide services according to different models, of which the three standard models 

per s a Service (IaaS), Platform as a Service (PaaS), and Software as a Service (SaaS).These models offer 

increasing abstraction; they are thus often portrayed as a layers in a stack infrastructure- platform- and software-

as-a-service but these need not be related. For example, one can provide SaaS implemented on physical 

machines, without using PaaS or IaaS  layers, and conversely one can run a program on IaaS and access it 

directly, without wrapping it as SaaS. 

Software as a Service: The facility provided to the user is to use the applications running on a cloud 

infrastructure. The applications are accessible from various client devices through either a web browser or a 

program interface. The user does not manage or control the cloud infrastructure including network, servers, 

operating systems,. 

Platform as a Service (PaaS). The facility provided to the user  is to deploy onto the cloud infrastructure  user 

created applications created using programming languages, libraries, services, and tools . The user does not 

manage cloud infrastructure including network, servers, operating systems. 

Infrastructure as a Service (IaaS). The facility provided to the user is to provision processing, storage, 

networks, and other fundamental computing resources where the user is able to deploy and run arbitrary 

software, which can include operating systems and applications.  

 

Figure 2.1 
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III. DEPLOYMENT MODELS 

Private cloud: 

Private cloud is cloud infrastructure operated for a single organization. A private cloud requires a significant 

level and degree of engagement to virtualize the business environment, and requires the organization to 

reevaluate decisions about existing services. It can improve IT business. But every step in the project raises 

security issues that must be addressed to prevent them. Self run data centers are generally capital intensive. They 

have a significant physical footprint, space, enough hardware, and environmental controls. These assets have to 

be refreshed periodically, resulting in additional capital expenditures. They have attracted  because users still 

have to buy, build, and manage them  and thus do not benefit from less hands-on management, essentially  the 

model that makes cloud computing such an intriguing concept 

Public cloud 

A cloud is called a public cloud when the services are open for public for free. Technically there may be little 

difference between public and private cloud architecture, however, security consideration may be different for 

services that are made available by a service provider for a public when communication is effected over a non-

trustable network. Generally, public cloud service providers like Amazon Web Services , Microsoft and Google 

own and operate the infrastructure at their data center and access is generally via the network. AWS and 

Microsoft also offering direct connect services called AWS Direct Connect and Azure Express Route 

respectively; such connections require customers to get private connection to a peering point facilitated by the 

cloud provider 

 

Figure 3.1 

Hybrid cloud 

Hybrid cloud is a composition of two or more clouds that, facilitating the benefits of multiple deployment 

models. Hybrid cloud can also mean the ability to connect dedicated services with cloud resources. A hybrid 

cloud service as a cloud computing service is composed of combination of private, public and community cloud 

services. A hybrid cloud service crosses isolation and provider limits so that it can't be put in one category of 

private, public, or community cloud service. It allows one to extend either the capacity or the capability of a 

cloud service, by customization with another cloud service. 

https://en.wikipedia.org/wiki/Amazon_Web_Services
https://en.wikipedia.org/wiki/Data_center


 

796 | P a g e  

 

IV. CONCLUSION 

Cloud Computing doesn’t describe a single thing rather it is a general term that sits over many  services from 

Infrastructure as a Service at the base, through Platform as a Service as a development tool and through to 

Software as a Services. 

For organizations looking to move to Cloud Computing, it is important to understand the different aspects of 

Cloud Computing and to assess their own situation and decide  types of solutions are suitable for their needs. 

Cloud Computing is a rapidly accelerating revolution within Information Technology and will become the 

default method of IT delivery moving into the future organizations would be recommended to consider their 

approach towards beginning a move to the clouds sooner, rather than later. 
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